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WE ARE A PROFESSIONAL IT COMPANY
“We Bring Safe and Saved IT Solutions & Services”



VNETWORK is an IT company specialized in providing
solutions of IT infrastructure, content delivery network,
and security in Vietnam.

With clear direction and development criteria,
VNETWORK is known as a dynamic young unit that has
always pioneered the application and transfer of
advanced technology with international service
standards in Vietnam.
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Security email service based on Artificial Intelligence (AI) technology platform
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Types of intelligent attacks are always preferred by hackers

And Email is one of the most common forms of attack

The dangers to an email system

Nowday, Security Email is very important

in the business
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Unique method for Frauds Mail

The unique solution in the world to withstand

APT and BEC attacks by self-developing filtering

email system based-on-behavior technology,

detection and removal of potential threats.

Integrated AI and Security Email

Lead the Gartner 2017‘s IT trend with the

integration of AI and security features. From

storing old data to applying machine learning

analysis, AI can identify its own risk to warn and

prevent.

Block new Ransomware

By behavior-based analysis, the system

has the ability to block threats from

attachments, new ransomware before

they harm users.

This is considered a solution to protect against hacker attacks through analyzing user behavior, and is also 

the only security email solution recognized by Garnert about security capabilities.

Certifications
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“This is a new generation of email security solution with

the application of artificial intelligence and machine

learning. This solution will overcome the weaknesses of

other secure email systems against malicious attacks

and new types of malicious attacks.” A total of 364 tests analyzed the Singaporean government's procurement 

registrations, the result of identifying 'product without error' with “zero 

weakness”.
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Security solutions meets global 

evaluation criteria

Certifications



SECUMAIL is an email system that has gained global certification with the application of 

artificial intelligence and machine learning. In addition to the basic features that meet the 

communication needs of users, the system also enhances security ability with other 

outstanding features.

The basic features:

• Signature setting

• Automatic email reply

• Transfer emails from other systems

• Send email according to the prepared form

• Admin has full rights: manage users, group mail, restrict access IP, login statistics, backup 

and restore.

Introduction
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Machine 

learning • Domain name analysis

• Analyze the way to send email

• URL analysis

• Analyze attachment

• Encrypt dangerous emails into images

Security Capabilities

The salient features
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The salient features
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VNETWORK
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The salient features
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The salient features



Check URL

The salient features

Check the content of URL
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New malicious code
Receive GUARD

Check the 1st time Check the 2nd time

Check virus Check the file for behavior

Detect and block 

malicious code, virus

Detect behavior:

Memory access

Change system

Analyze attachment

The salient features



Encrypt malicious content into images

The salient features
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Send large attachments:

• Support sending with up to 10GB 

capacity (chargeable)

• Allow sending using Outlook.

The other features



Statistics by user:

• Email storage used 

• Number of emails sent and 

received by day, week, month.

• Log of changing passwords.

The other features



Set-up email sharing

• Share emails sent to or received 

in the same email group.

• When the recipient responds to 

any email in the group, all 

members receive it.

• Set an email delivery timer.

• Set-up automatic replies by time 

of absence.

The other features



Manage mailboxes:

• Manage existing mailbox 

settings or create new mailboxes 

(download, upload EML, set save 

date, etc.)

• Can create 100 mailboxes 

including basic mailbox (cannot 

be deleted or edited) and private 

mailbox (can lock mailbox).

The other features



Safety check report of incoming

email

• Log of incoming mail

• Find where to send

• Danger warning email

• Fake Email / Change sender

• Check the URL

• Reliability of the security of received

mail

=> Received mail checking results.

The other features



Send security email

• Allow email with password.

• The recipient can only open the

email after entering the correct

password.

• Know the number of times the

recipient opens the email.

• Revoke sent-email

The other features
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Full system administration with the following preeminent features: 

• Manage user accounts (set-up the capacity for each user, change passwords, manage 

the login of 1 account at the same time in many places).

• Create group mail (can add other system emails to the group).

• Restrict IP access (block or only allow certain users' ip when accessing, blocking by co

untry, blocking specific IP over time).

• Login statistics for all users (address, time, country, form and login status).

• Back up over time, restore deleted files for users.

The features of admin
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SECUMAIL - The world's choice of security email

U.S.A

Germany

Middle
EAST

(Oman) Indonesia

Vietnam

Singapore

Korea
Japan
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Our Customers



Contact

X-04.59, lầu 4, Sunrise City North Tower,
27 Nguyen Huu Tho, Tan Hung Ward, District 7, 
HCM, Viet Nam

https://vnetwork.vn 

contact@vnetwork.vn

(84-28) 73 068 789

http://vnetwork.vn/
mailto:contact@vnetwork.vn


THANK YOU


